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Overview

As of Strategi V2R5, SSL Certificate Management has been moved out of Strategi and into
IBM’s Digital Certificate Manager (DCM).

For existing SSL installations, this means that you will now manage your certificates with
DCM, rather than from the Strategi Resources website. This will require some steps to be
performed prior to or after your upgrade to the V2R5 release.

Upgrades from Strategi V1 or V2R1 to V2R5M1+ require that your existing SSL certificate be
converted to a PKCS12 format for import into DCM. Once the certificate is converted and
imported, it can be used in your Strategi V2R5M1+ installation.

These steps will outline the system requirements, setup and upgrade instructions for the V2R5
release and converting and importing your existing Strategi SSL certificate into DCM.

Requirements For Certificate Conversion

These instructions need only be followed if you intend to convert your existing Strategi SSL
certificate into a DCM compatible PKCS12# formatted file.

If you are fine with replacing or purchasing a new SSL certificate or your upgrade happens to

coincide with your normal SSL certificate renewal period, then you do not need to convert your
existing SSL certificate.

0S/400 System Requirements

o 0OS/400 V5R3+
Q 0S/400 Java version 1.5+

Strategi Installation Requirements

O V2R5M1+ upgrade
o AllV2R5M1 PTFs
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1 - Digital Certificate Manager (DCM) Setup

On the system where V2R5 will be installed, you must first set up DCM or confirm that it is
already set up and ready to use.

Follow the steps below to get DCM ready for SSL Certificate Management.

1.1 — Start Digital Certificate Manager

Setup is slightly different depending on your OS/400 version. Follow the appropriate setup
instructions for your system.

V6R1

Before you can use any Digital Certificate Manager (DCM) features, you need to start it on
your system. Complete the following tasks to ensure that you can start DCM successfully:

1. Install Digital Certificate Manager.

2. Install IBM® HTTP Server for i5/0S°.

3. Use System i™ Navigator to start the HTTP Server Administrative server:
a. In System i Navigator expand your system > Network > Servers > TCP/IP.
b. Right-click HTTP Administration.
c. Select Start.

OR

Start HTTP Administrative server from command line:
STRTCPSVR SERVER(*HTTP) HTTPSVR(*ADMIN)

4. Open a web browser and enter http://your_system name:2001 to load the IBM Systems
Director Navigator for i5/0OS web console.

5. From the welcome page click the i5/0S Tasks Page link.

6. Select Digital Certificate Manager from the list of products on the i5/0S Tasks page to
access the DCM user interface.

7. Confirm that no errors are received after clicking on the link. If errors are received, please
contact IBM for assistance.

V5RX

Before you can use any DCM functions, you need to start it. Complete these tasks to ensure
that you can start DCM successfully:

1. Install 5722 SS1 Option 34. This is Digital Certificate Manager (DCM)

2. Install 5722 DG1. This is the IBM® HTTP Server for i5/0S®

3. Install 5722 SS1 Option 35. This is the CCA Cryptographic Service Provider
(V5R3 and earlier only)

4. Install 5722 AC3. This is the cryptography product that DCM uses to generate a public-
private key pair for certificates, to encrypt exported certificate files, and decrypt imported
certificate files.

(V5R3 and earlier only)

5. Use iSeries™ Navigator to start the HTTP Server Administrative server:

Start iSeries Navigator .

Double-click your system in the main tree view.

Expand Network > Servers > TCP/IP.

Right-click HTTP Administration.

Click Start.

P20 T®
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OR

Start HTTP Administrative server from command line:
STRTCPSVR SERVER(*HTTP) HTTPSVR(*ADMIN)

Start your Web browser.

Using your browser, go to the System i™ Tasks page on your system at

http://your _system name:2001

8. Select Digital Certificate Manager from the list of products on the System i Tasks page
to access the DCM user interface.

9. Confirm that no errors are received after clicking on the link. If errors are received, please

contact IBM for assistance.

No

If all above tasks have been completed for DCM and you are still unable to access it, please
contact IBM support for assistance.

1.2 — Create Certificate Store

If this is the first time you've used DCM, you will first need to create a Certificate Store. In
most cases, using the *SYSTEM Certificate Store is sufficient. If you're experienced with
using DCM, you can create a new Certificate Store or use an existing one.

These instructions will outline how to set up the *SYSTEM Certificate Store.

1. Inthe Navigation pane, click Create New Certificate Store. Select *SYSTEM and click
Continue

Note: If *SYSTEM is not listed as an option, that means it has already been created and
you do not need to go through these steps to create the *SYSTEM Certificate Store.

g—--rl Digital Certificate Manager @ IEM.
ﬁ Create New Certificate Store

{.
F = -} ars N Select 2 cortificabe shore

& "SYSTEM
"OBIECTSIGNING
*SIGHATUREVERIFICATION
Other Sysfermn Certiticafe Sone

2. Select “No — Do not create a certificate in the certificate store.” And click Continue.
Create a certificate store password and click Continue.
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Digital Certificate Manager © IEM.
Criate a Certificate in New Certificate Store

Certificate store: *575TEX

(ot ) [ ew oeticatestore wil contathe defl st of Cetificate Authory (CR) cerifcates. D0 you wan to reate a esificat n th cerfcate

| Emaniis )| ColwseM | s - create a cortificats in the certficate store.

&M - (Do ook create o certificate in the certificate store,

Ceate pew Cenmificate ¢ 10 s
= GO [

= Manage PO Beguet Locaton
Btum. i (005 Toaks

3. Create a certificate store password and click Continue.

Digital Certificate Manager © IBM.
Cartificate Store Name and Password
Certificate store: *595TEM
rml ¥ioan st enber & password for the new certificate slore snd enter the pasiword saaln ba conflim 1L
[ Eomint ) Compsess )  Ceridicabe store password: Feped)
Conflrm passwond: Crequired)
L= AR R G LT
S Ermati ew Certificats
Sore
*Coeste 8 Cerbficate Aafhorty
A
RO CFL LECUtTd
& prags LIMF Locplxn
o Manage Sl Brgieniatnn
Eamrn 1 (005 Tansks
Secwe Comecion |

4. The *SYSTEM Certificate Store has been created

Digital Certificate Manager €@ IEM.
Cartificabe Store Created

The cevtificate shore has been created,

Iml File mpmes: FOHBSLISERDAT ATCSSCERT [SERVERDEFAULT  KDE

Mok You mest dick on e Seled & Certificate Store bution in the et frame 1o refresh the Digital Certificate Manager (DOCM) 1o wark with this
Epma | Colwss™ | now cemificate store

Whlarags iser Cerifupies o]

*Cneste 8 Cebficate Aaferty
[(=.1]

i CFL Loatin

= Marage LAF |Loepton

» Marage PIX Peguesd L costion
Futma o i 305 Tk

Sepme Connecion

You are now ready to use DCM to manage your Strategi SSL certificate/s.

2—Upgrade Strategi

You are now ready to complete the upgrade to the Strategi V2R5M1 release.
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This Strategi release is compatible with all operating systems. If you choose, you can upgrade
Strategi prior to upgrading or moving to OS/400 V6R1. If you are moving to a new system,
you must be sure to do an entire system save to ensure that Strategi as well as DCM are
intact when on the new system.

1. Download the V2R5M1 (RA) release

(Download instructions should be sent via email from a support team member)
Upgrade Strategi per the above instructions

Upgrade Instructions can be found at:
http://support.businesslink.com/docs/bulletins/strateqi/tsb _sgi006.htm

Download Strategi PTF for V2R5

PTF Instructions can be found at:
http://support.businesslink.com/docs/bulletins/strateqi/tsb sgi030.htm

3 —Certificate Conversion

3.1 — Run the CVTCTFSGI Command

This process will convert your existing Strategi SSL certificate/s to one that can be imported
into DCM (PKCS#12) format.

1.
2.

Prompt the Strategi CVTCTFSGI VRBOUT(*YES) command
In the Certificate Store Password parameter, enter a password that will be used to secure
your certificate and press Enter

Note: You will be asked for this password when importing this file into DCM

3. A Java Shell Display screen will display while your certificate/s are being converted

Java Shell Display
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4. When conversion is complete, the message “Java program completed” will display. Press
F3 to exit.

3.2 — Confirm Certificate Conversion

The conversion will create PKCS#12 versions of your certificate/s in the Strategi root directory.
You should confirm that the certificates exist as follows:

1. Using command line WRKLNK ‘/strategi’, Ops Navigator or a mapped drive to your IFS
display the Strategi IFS root

2. Inthe directory, you will see converted certificate file/s with the following haming
convention:

DCMImport-website _code.dat
(where “website_code” is the website name as listed in Work with Websites)

View from iSeries WRKLNK command
Work with Object Links

Attribute Text

Bottom

command

View from PC drives mapped to IFS
& SGIUS216

: File Edit View Favorites Tools Help
Q Back - 2, fr 7~ Search Folders Elv
: Address (I3 110,19, 198.9100t\SGILS216
Mame Size | Type Date Modified
File and Folder Tasks 21 Sdeleted File Folder 3/24/2009 3:55 AM
i File Foldk &/26/2009 2:27 PM
IEIE Rename this file Diava X !e aer D"’. D‘f.
- ) IS pkisgi File Folder 3/24/2003 2:55 AM
o R R [Epublish File Folder 3/24/2008 9:55 AM
) Copy this file [C)remote File Folder 3/24/2009 9:56 AM
@ Publish this file to the Web 2 tmp File Folder 6/26/2009 2:28 PM
(3 E-mail this file [Duser File Folder 3/24/2009 9:57 AM
. |ZDywebsite File Folder 6/12/2008 3:15FM
¥ Delete this file
@ DCMImport-default. dat 2KB DATFile 6/29/2009 11:43 AM

3. If all website certificates have been found, you can move to the next step.

4 — Certificate Import
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Once the certificate has been converted, you will now need to import it into DCM.
In order to import your server certificate into DCM, you must first import the root and/or

intermediate certificates (if not already present). If you are sure that your root and
intermediate certificates are already there, you can proceed to step 4.3.

4.1 — Download/Save Intermediate and Root CA Certificates

The quickest way to get your intermediate and root certificates is to bring up your existing
Strategi SSL certificate from your website and copy them to your PC or directly to the iSeries
IFS for import.

The instructions below will detail how to save the root and intermediate certificates from your
existing Strategi installation.

1. Go to your current Strategi website with HTTPS (e.qg., https://www.thawte.com)
2. Depending on your browser, you will see a lock icon somewhere near the address bar.
(For demonstration purposes, we will use Internet Explorer to show this)

&

f".; thawte is a leading global cer ii5~ate authority of SSL certificates, exte
g8
O - o mommEmTE V(8 mewenciusl |4 X

3. Click the lock icon and then click the “View Certificates” link

-
/= thawte is a leading global certificate authority of 551 certificates, exte|

@ o |g‘ tps: /fwww, thawte, com Vl% Thawte Inc [US] | +# X
. File Edit view ; . o 2
& = } Website Identification
 Links [ Customer W CENTRA o
: thawte has identified this site as: -
w W ltha""he Thawte Inc : i
Mountain View, California
us
tha'l This connection to the server is encryptged Bk logan: |:
i
| Should 1 trust this site?
s Buy
ﬁ Wiew certificates

4. The Certificate window will display

Copyright © 2009 ADVANCED BusinessLink Corp. 7


https://www.thawte.com/

Certificate

General |Details || certification Path |

®,
Certificate Information

This certificate is intended for the following purpose(s):
*Ensures the identity of a remote computer

*Refer to the certification authority's statement for details.

Issued to:  www.thawte,com

Issued by: thawte Extended Validation 550 CA

Valid from 11/18/2008 to 1/17/2010

[Install Certificate. .| [ Issuer Statement ]

5. Go to the Certification Path tab. You will see 3 certificates in the certificate chain.
The first and second ones are the Root and Intermediate CA’s respectively.

Certificate

General | Details | Certification Path

Certification path

thawte
thawte Extended Validation 55L CA
www, thawte,com

View Certificate

Certificate status:
This certificate is OK.

6. To download the intermediate certificate, double-click on the second one. Another
certificate window will open.
7. Click on the Details tab and click the “Copy to File...” button
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Certificate @S|

General | Details | Certification Path

Show: | <all= v

Field Value ~
E'u‘ersic-n V3
ESeriaI number 7b 1155eb 789a 90 85b5 8c...
ESignature algarithm shalRSA
EIssuer thawte Primary Root CA, (c) 2...
E'u‘alid from Thursday, Movember 16, 2008...
E'u‘alid to Wednesday, Movember 18, 20...
ESubject thawte Extended Validation 55...
[Elrubiic key RSA (2043 Bits) v

e

8. The Certificate Export Wizard window will display

x)

Certificate Export Wizard

Welcome to the Certificate Export

Wizard

This wizard helps you copy certificates, certificate trust
lists and certificate revocation lists from a certificate
store to your disk,

A certificate, which is issued by a certification authority, is
a confirmation of your identity and contains information
used to protect data or to establish secure network
connections, A certificate store is the system area where
certificates are kept.

To continue, dick Mext.

Mext > | [ Cancel

9. Click the Next button

10. Select “Base-64 Encoded X.509 (.CER)” and click Next

11. On the File to Export screen, click the Browse button. If you have a PC drive mapped to
your iSeries IFS, select that drive and a folder within it.
(If you do not have a mapped drive or are using Ops Navigator, you can just save the file
to your PC for copying to your IFS at a later time)

12. Save As file name “intermediate” (the file will be saved as “intermediate.cer”)
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File to Export
Spedfy the

File name:

Savein:

My Recent
Documents

?_E_

Diesktop

-

Nty Documents

My Computer

Iy Network

) 0S/400(10.18.138.81)

¥ O & @

,_;' epiclGw
_»;__f' qdirsrv
g qibm
L root

i seattlel

File name: |irrterrnediate|

Save

l

Save as type:

| Base64 Encoded X.509 [* cer)

’ Cancel

l

13. Click the Save button, click Next and then click Finish
14. To save the Root certificate, go back to the original certificate window and repeat the
same procedure, haming the file as “root” when you save it to the IFS (the file will be
saved as “root.cer”).

You are now ready to import the Root and/or Intermediate CA certificates into DCM.

4.2 —Import the Intermediate and/or Root CA Certificates into DCM

1.

Go to IBM Digital Certificate Manager (DCM) (http://your_system name:2001) and login
with your iSeries user profile
In the navigation frame, click Select a Certificate Store and select *SYSTEM as the
certificate store to open
Enter the Certificate Store password and click Continue
In the Navigation frame, click Fast Path and select Work with CA certificates
Click the Import button

Digital Certificate Manager

Waork with CA Certificates

Cerlilicate type: Catiicals futborily [CA]
Cortilicale shore: *SFLSTEM

Certificate Authority (CA)

- | Thewte Tricl Intermedishe

1 [ Thewte Test Ch Root
Glnhalign oot CA
Dl Aot 4 2
0 |LOCAL CERTIFICATE AUTHORITY{1)

PR

Status
Erabled
Eradilid
Erabied
Fradied
Eralied

Eeiiod

Satect a certiticate, Hren select & bitton to pertorm an adion on the cefifcate.

@ IEM.

B yiii e 1 Inclicda 3 CA IS the CA BTua 1ISE B0 S apadicemion, Selam & R fraem e N oy a0 ok the Faoide hiithen, A Net of
applications will deenlay aned you can eefect the appiications =i cheold incluc this CA In e application’s CA trist i

6. On the Import Server Certificate Authority (CA) Certificate screen, enter the path to the

intermediate or root certificate that you saved previously in the IFS

(e.g., tmp/cert/intermediate.cer) and click Continue

Copyright © 2009 ADVANCED BusinessLink Corp.
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http://your_system_name:2001/

Suluett i Conill b St
Expard &l Cellapus A1

= Word swith secver ored sl

ceroate
= R with LA geriifcses
L& Wik with ugiet Corlibcobi

Digital Certificate Manager
TImport Certificate Authority (CA) Certificate

Coerlificate type: Catificabe futhonity [CA]
Certificate store: *5¢51EM

Spcify thee fully qualifiod path and file naee of te oortificate that vou want ko import

Escasrgiie path and Ble name: S YIDIRECTORYMYFILE.EXT
hmport Nke: | frecicekmenismsciiscet car

Conisun || Carced

@ IEM.

7. Specify a label used to describe the certificate you are importing (e.g., Thawte
Intermediate CA)

Saluctn Coddeain Slore
Ergad Al Coltapae A I

wiat Poth
-

Loilfesies
| ks sasth £ retifiratos

Digital Certificate Manager
Import Certificate Authority (CA) Certificate

Certificate type: Certificabe Buthority [CA]
Certblicale store: *5F5TEM

Speiify a labe for the cemificate

CA cortifhcate labal: | Thavs insmedas 05

[(Comsin

€ IBM.

8. You should receive a screen similar to below when your certificate has been imported

successfully

Sulett i Col cait Shsin
Fapaad Al Collapue A1 ||

Digital Certificate Manager
Werk with CA Certificates

The cerificate kas Bean Importad.

Use the Mansge Applications Lask IT you vand o specily thal applications rust this Certificete Authority (CA].

Certificate type: Cortificabe Authority (CA]
Cerlificate ston=s *5r5TEM

€ IBM.

-‘-Iﬁiwﬂmr_m Selert a certificate, then wlect 4 tan ta pecform anaction on the ceEficate,

LRy
= Mo sl O o Gl I you weand 1o include a CAim the CA bust list for e apodication, seled a CA fiom e list below and Cick the Emabie butbon, & list of
= Werh wich ey cevifcpley applications will daplay and you can wdfect the applications Bt should Include this C& In the application™s C& ust sl
=ik sith DEAIRBNE
& Vrork wih s Cartificate Authority (CA) Status

Baglicpdiorg
" i | Thaeate Intermeciate CA Erabied
VL T LD, O ELCe

1 | Thiste Trid [ntermadiste Erabied

** For problems importing your certificate, see Certificate Import Troubleshooting below. **

You are now ready to import your server certificate into DCM.

4.3 — Import the Server Certificate into DCM

1. Go to IBM Digital Certificate Manager (DCM) (http://your_system name:2001) and login
with your iSeries user profile

2. In the navigation frame, click Select a Certificate Store and select *SYSTEM as the
certificate store to open

3. Enter the Certificate Store password and click Continue

4. In the Navigation frame, click Fast Path and select Work with server and client
certificates

5. Click the Import button
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http://your_system_name:2001/

Digital Certificate Manager 9 IBM.
Wetk with Server and Client Certificates

Certificate type: Server or dlent
Cortificate store: *5¢STEM

o cerfificates found For this cerfificate store.

Cranin | [ Carcal

6. On the Import Server or Client Certificate screen, enter the path to the server certificate
that was converted using the CVTCTFSGI command and click Continue.

For most systems this path will be /strategi/DCMImport-default.dat

Digital Certificate Manager € IEM.
Import Server or Client Certificate

Certificate typer Server or dieat
Certificate slore: "5¢5TEM

Sedecta Casdcaio SRom
Spedfy the fully qualified peth and fle name of the certificete thet vou want B Imgort

E"MI Exzrgde path and Elz name: MYDERECTORY MYFILE EXT
Bmipoirt Blle: | freplvamypnen caf
-

Wk il i sed

it Carit T 3t
:memm :hmw

7. You will be prompted for the password. Enter the password you created when running the
CVTCTFSGI command and click Continue

Note: If you do not remember the password, you will need to re-run the CVTCTFSGI
command and give it a new password as the password is required to import it into DCM.

Digital Certificate Manager © IEM.
Impott Server or Client Cartificate

Certificate type: Server or dient
Cortblbcaste stone: *5F5TEM

Enter the encryprion paissord Tor the Ble that antaies the: cemfione.

Expatd Al Colapoe Al | Passwrand;

e (s ()

8. You should receive a screen similar to below when your certificate has been imported
successfully
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oy 1 Digital Certificate Manager € IEM.
i m Wark with Server and Cliant Cortificatas

The certificate ke been Imported.

Use the Assign to Appications button o spedfy which applications should use this certificate

Certificate bype: Server or disat
Cortificate store: *5¢5TEM
vEag P Default certificate label: No default certificate found in certificate shore
w W with senser aad
il Cort RCates

5 1 T 1 i 1 &l 1 OF s i
STEET . Setedt a Cerlificale, en sedect a bullon Lo perfonm an adin on the eticle.

vt with CerlFKee
e Cortificata Common nams
wi¥ark sech server
BeghiEn s @ | My Testing WobsRe wam.mytestingurbsits.com
& orh with CHAT SEORAIEAE
w Werk wth (FL ocstioes Ve | | Dulete || Forerw | | Export SoiDwinut || Velidute
" eniE s daagn e Aopeaten l
= Cranle Mo Cortiioply Tlors
» il Lgcal CA Corizbuaie gn f :
I P —.'\-PI‘.__IM-a'ﬂ-_ Uhasck Expaalioe _l.\'\r’d-l_

Your certificate is now available to assign to your Strategi website.

4.4 — Certificate Import Troubleshooting

#1
An error occurred during certificate validation. The issuer of the certificate may not be in the
certificate store or the issuer may not be enabled.

This means that a certificate in the chain above the current certificate is not in the CA list. You
will need to import the missing certificate prior to importing the current one.

#2
A duplicate key exists in the certificate store. The certificate or the label may already be in the
certificate store. The label must be unique.

This means that the certificate you're attempting to import is already present in the CA list and
cannot be imported again.

5—Assign SSL Certificates to Strategi Applications in DCM

The Strategi upgrade process will register an application ID with DCM for each website that is
set to listen on the SSL port.

These instructions will show you how to assign your imported SSL certificate to the Strategi
Applications in DCM.

1. Go to IBM Digital Certificate Manager (DCM) (http://your_system name:2001) and login
with your iSeries user profile

2. In the navigation frame, click Select a Certificate Store and select *SYSTEM as the
certificate store to open

3. Enter the Certificate Store password and click Continue

4. In the Navigation frame, click Fast Path and select Work with server and client
certificates

5. Click the “Assign to Applications” button
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http://your_system_name:2001/

Digital Certificate Manager € IEM.
Wark with Server and Client Certificates

Cerlifvabe Lype: Saver or diend
Cortificate store: *SF5TEM

[_Swwea Camican Saoe Default certificate labek No default certificate found in certificate shore,

Frpanad Al Collapes 2 |

Selert o cerbificate, Hhen sedecd a button o perform an action on e cekficste,

TERE PR

- Certificabe Conumon namss:
chent ceatiicates

w ik wich €A gerifies @ | My Tecting Wobcke wemmptecingaobito com

= yorh wch upey covisotey : 7

. Crwiww | [ Foarvew | [Epont | [ BoDuiaat_| [ Viledute
[hdush

=k wih o

-
W) wth renf sapieaions

& ek with LRl OCELoed llnp—ul‘l“ Crasts | Chack Exprctan _|| Camol _|

6. On the Select Applications screen, find the Strategi applications. The Strategi
applications names consist of the following naming structure:

STRATEGI_strategilibrary applicationtype websitecode

So if you installed Strategi into library STRATEGI and your website name is DEFAULT,
the application name would be STRATEGI_STRATEGI_WEBSITE_DEFAULT

There will also be a corresponding client application for the Strategi RQSHTPSGI
command with a naming structure:

STRATEGI_strategilibrary RQSHTPSGI
7. Check the box next to both application Ids and click Continue

Note: IF you do not see the Strategi applications in the list, go to 6.1 below to help
troubleshoot the problem.

Digital Certificate Manager @ IBEM.
Sebect Applications 4

Certificote type: Senver or cient
Centiligale store; “575TEH

Galact  Carfcats Geore Coptiieato label: My Tating Wetding

=T ':":"'l!r"""‘_l Salect which apolications will wee Bhix corfificate:

e Warmdag: When you asion a ceriilcels o a Chenl appllcation and a senver requests dent aulheniietion, en e server aulhenticeles o
» W Al sErver ged users of e appliosticon Deved on Lhat petificete, Consenuently, U sérver does nol authenticele users o an indvidual basis. To
el v ialss endare that Bye server authenticotes each wser of & client soplication individsaly catalds the 550 profocol, do not assign a
* ik th Ch Canlepia certificate b the chent aopfication,
.
Wik seth sy corithosteny
.
Kk vyt O
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8. The certificate has now been assigned to your Strategi applications
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Digital Certificate Manager 9 IEM.

Application Status

The opoiaetions you seheched will use this certificate
| [T e i

Expand Al Collapas &

9. Click the OK button

5.1 — Troubleshooting Strategi Application Registration

If you do not see Strategi Applications listed, there may have been a problem registering them
with DCM during the upgrade. Do the following to help determine the cause:

1. Run the Register with DCM (REGSGIDCM)
At command line: REGSGIDCM

2. Display your job log to see what, if any registration error messages are logged
At command line: DSPJOBLOG, press F10

3. Send any error messages to BusinessLink support

If no error messages are logged, go back into DCM and see if the Application Ids are
registered now.

6 — Start Strategi and Test SSL

1. Start the Strategi subsystem
= STRATEGI/ENDSGI RESTART(*YES)

2. The subsystem can take anywhere from 5 minutes to several hours to complete startup,
depending on your system. During this time, you will see the AUTOSTART job running in
the Strategi subsystem.

3. When subsystem startup is complete confirm that SSL is working by going to your website
with https. (e.g., https://your.dns.address/resources/main.htm)

4. A locked key should show in the browser (varies depending on what browser is used) and
you should be able to view your certificate details in the browser.

(If a locked key does not show or it fails https does not return a Strategi web page, please
contact BusinessLink Support)
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